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ABSTRACT: Money laundering and terrorist financing are crimes that are geared towards secrecy and do not 
lend themselves to statistical analysis. Launderers do not document the extent of their operations or publicize 
the amount of their profits, nor do those who finance terrorism. Because these activities take place on a global 
basis, estimates are even more difficult to produce. Launderers use various countries to conceal their ill-gotten 
proceeds, taking advantage of differences among countries with regard to anti money laundering AML 
regimes, enforcement efforts and international cooperation. Thus, reliable estimates on the size of the money 
laundering and terrorist financing problem on a global basis is not available. With regard to money laundering 
only, the International Monetary Fund has estimated that the aggregate amount of funds laundered in the 
world could range between two and five per cent of the world’s gross domestic product. Using 1996 statistics, 
these percentages would approximate between US $590 billion and US $1.5 trillion.

1
 Thus, by any estimate, 

the size of the problem is very substantial and warrants the attention of every country.
2
 

 
Keyword: Money laundering, terrorism and terrorism financing. 
---------------------------------------------------------------------------------------------------------------------------------------------------    
 

1. Introduction 

The initial concern over money laundering began with its early connection to illegal trafficking in narcotic 
drugs. The objective of drug traffickers was to convert typically small denominations of currency into legal 
bank accounts, financial instruments, or other assets. Today, ill-gotten gains are produced by a vast range of 
criminal activities—among them are political corruption, illegal sales of weapons, and illicit trafficking in and 
exploitation of human beings. Regardless of the crime, money launderers resort to placement, layering, and 
integration in the process of turning illicit proceeds into legal monies or goods. 
Furthermore, combating the financing of terrorism (CFT) measures have raised legal, institutional, political and 
human rights issues that are not fully resolved. This is perhaps best illustrated by court rulings that have called 
into question the procedural safeguards in the designation of persons for financial sanctions. Finding solutions 
to these issues remain central to maintaining the effectiveness of the system in the long run.  

Authorities should exercise caution not to introduce laws or regulations that can cast a lot of burdens on 
private and public sector stakeholders in the name of countering the financing of terrorism without sufficient 
evidence that the burden is proportionate to the risk. The traditional methods through which financial 
transactions are initiated, processed and settled are quickly being transformed by recent developments in 
payment systems which allow transaction through new channels and structures such as phones, internet and 
value cards. 
 

                                                           
1 Vito Tanzi, “Money Laundering and the International Finance System,” IMF Working Paper 
2 Reference Guide to Anti-Money Laundering and Combating the Financing of Terrorism 
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2.  DEFINITION OF TERMS 

Money Launder ing:  
The origin of money laundering also referred to as 'devil' though not ascertainable by anyone, could be 
attributed to Chinese merchants over several thousand years ago. In the words of silkscreen

3
 and Steel

4
 they 

claimed that it all started from Mafia Ownership of Laundromats, in the United States where they needed to 
prove the genuine source for their monies, as they earned their cash from extortion, prostitution, gambling 
and bootleg liquor. 
Money laundering can be defined in a number of ways. Money laundering according to the Act

5
 is when any 

person in or outside Nigeria directly or indirectly conceal or disguises the origin of; converts or transfer; 
removes from the jurisdiction; acquires, uses, retains or takes possession or control of; any fund or properly, 
knowingly or which he/she should reasonably have known that such fund or property is, or forms part of the 
proceeds of an unlawful act. Most countries subscribe to the definition adopted by the United Nations;

6
 

 
The conversion or transfer of property, knowing that such property is derived from any [drug trafficking] 
offense or offenses or from an act of participation in such offense or offenses, for the purpose of concealing or 
disguising the illicit origin of the property or of assisting any person who is involved in the commission of such 
an offense or offenses to evade the legal consequences of his actions; 

 The concealment or disguise of the true nature, source, location, disposition, movement,  rights 
with respect to, or ownership of property, knowing that such properly is derived from an offense or offenses 
or from an act of participation in such an offense or offenses.

7 
The Vienna Convention adds that money 

laundering also involves: 

 The acquisition, possession or use of property, knowing at the time of receipt that such property was 
derived from an offense or offenses ... or from an act of participation in such offense or offenses.

8
 Unlawful 

acts includes, participation in an organized criminal group, racketeering, terrorism, terrorist financing, 
trafficking in person, smuggling of migrants, sexual exploitation of children, illicit trafficking in stolen goods, 
corruption, beribery, fraud, currency trafficking, counterfeiting and piracy of products, environmental crimes, 
murder, grievous bodily hurt, kidnapping, hostage taking, robbery or theft boggling, tax crimes, extortion, 
piracy, insider trading and market manipulation or any other criminal act.

9
   

 
By its terms, the Vienna Convention limits predicate offenses (which is to say, the criminal activity whose illicit 
proceeds are laundered) to drug trafficking offenses. As a consequence, crimes unrelated to drug trafficking, 
such as tax evasion, fraud, kidnapping and theft, for example, are not defined as money laundering offenses 
under the Vienna Convention. Over the years, however, the international community has come to the view 
that predicate offenses for money laundering should go beyond drug trafficking. Thus, other international 
instruments have expanded the Vienna Convention's definition of predicate offenses to include other serious 
crimes.

10
 This convention requires all participant countries to apply that convention's money laundering 

offenses to "the widest range of predicate offenses.
11

 
 
According to Silkscreen,

12
 the development of money laundering was for trade and that Nigeria as a country is 

the centre of money laundering in Africa. Nigeria's historical record of exploitation goes as far back as when 
her people were used as slaves under British colony and as an independent and a sovereign country 
experiencing transition from a military dictatorship to a democratic form of government over 16 years of 
military rule.

13
 Now, with the democratic form of government, money laundering is still on the increase. 

                                                           
3 Silkscreen (1994), fraud: Its Economic Consequences, Journal of Finance and Accounting, June vol. 5 No 3 
4 Steel (2006} Money. Laundering: Concept and Trend in Contemporary Society. Arthill Publishers, Ikeja 

Lagos. 
5
 Money Laundering (Prohibition Act) 2022 

6
 United Nations Convention Against illicit Traffic in Narcotic Drugs and Psychotropic Substances (1988) 

(Vienna Convention), http://www.incb.Org/e/conv/1988/. accessed 24/4/2022 
7 The Vienna Convention, Article 3(b) 
8 Article 3(c)(i) 
9
 Things Nigerians should know about the money Laundering Act. Available at https:lawpadi.com/8-things-… 

accessed 24/4/2022 
10 For example, the United Nations Convention Against Transnational Organized Crime (2000) (Palermo Convention). 
11 The Palermo Convention, Article 2 (2), http://www.undcp.org/adhoc/palermo/convmain.html. 
12 Silkscreen (1994) op. cit. n.3 
13 E. E. Obioha. Role of the Military in Democratic Transitions and Succession in Nigeria. International Journal of Social 

Science and Humanity Studies. Vol. 8, No., 2016 ISSN: 1309-8063   
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With this rate of scams in Nigerian financial sector, the law enforcement decided to come up with legislative 
Act called the Money Laundering (Prohibition) Act 2004, this was followed by the Central Bank of Nigeria (CBN) 
Anti-money laundering compliance manual guidelines from Economic and Financial Crimes Commission (FFCC 
2003), Independent Corrupt Practices Commission (ICPC, 2000). All agencies were charged with the 
responsibility to fight against money laundering and enforcement of all laws dealing with economic and 
financial crimes in Nigeria. Money laundering problem has been a genuine concern to all governments in the 
recent times more especially in the developed economies after the incidence of 9/11 in the United States 
because of its direct links with financing of terrorism regimes. Concerted efforts have been extended to 
.developing countries through financial Action Task Force (FATF), a task force established in 1989 by G-7 
countries to fight against money laundering and terrorism.

14
 Nigeria is listed in group two among non-

performing countries such as Cuba, Bolivia, Ethiopia, Ghana, Indonesia, Sudan, Angola, Kenya, Myanmar, 
Pakistan, Nigeria, Sao Tome and Principe, Trinidad and Tobago, Sri Lanka, Syria, Tanzania, Thailand and 
Turkey.

15
 Out of these countries, Nigeria has made a number of positive efforts geared towards combating 

money laundering but seems to yield little result. For instance, Abiola
16

 remarked that Nigeria keeps featuring 
on the grey list of the Financial Action Task Force. Nigeria is believed to have lost over $25 billion worth of 
investments as a result of the blacklisting of the nation by FATF according to the director, Nigeria Financial 
Intelligence Unit (NFIU) of the EFCC at a recent forum organized by the Nigerian Customs Service (NCS)

17
 

 
The Financial Action Task Force on Money Laundering (FATF), which is recognized as the international standard 
setter for anti-money laundering (AMI.) efforts,

18
 defines the term money laundering succinctly as "the 

processing of criminal proceeds to disguise their illegal origin" in order to "legitimize" the ill-gotten gains of 
crime.

19
 However, in its 40 recommendations for fighting money laundering,

20
 FATF specifically incorporates 

the Vienna Convention's technical and legal definition of money laundering
21

 and recommends expanding the 
predicate offenses of that definition to include all serious crimes.

22
  

 
Money laundering among other forms of economic and financial crime requires existing financial system and 
operation. Money is laundered in Nigeria through currency exchange houses, stock brokerage houses, casinos, 
automobile dealership, and trading companies.

23
 These institutions are capable of masking proceeds from 

illegal criminal activities. The overall effects of these activities on the sociopolitical lives and economic 
wellbeing of the people of the developing countries and Nigeria in particular could be well imagined. According 
to Al-Rashdan

24
 

 
When studying any countr y 's  AML system, it needs to be borne in mind that while ML cannot be entirely 
eradicated, efforts can be made to  regulate it. What Countries should be calling for is the best possible 
regulation that is able to enhance the compliance culture and reduce,  even  minimise money  
laundering act iv it ies .   
 
For instance the Financial Action Task Force (FATF) issued 40+9 recommendations for member countries to 
follow with a measure of flexibility bearing in mind differences in cultural and constitutional framework for 
effective implementation. One of the main changes to the extended recommendation states:

25
  

 
Countr ies should  c lear ly under stand the  money  launder ing and terror ist  f inanc ing r isks  
which af fect  them , and  adapt the ir  AM L/C FT system to the natur e of  these r isks .  Th is  

                                                           
14

 Omoh Gabriel. PATF Blacklist: Failure of Nigeria’s Banking Reform and War Against Corruption. Available at 
www. Vanguardngr.com/PATFBlacklist… 
15 FATF, 2012; Annual Report 2011 – 2012: Revision of the FATF Recommendations 
16 Abiola J.O. (2013) “The Impact of Information and Communication Technology on Internal Control’s Prevention and 

Detection Fraud” Unpublished Doctoral Thesis Submitted to De Montfort University Leicester, UK. 
17

 Omoh Gabriel.op cit 
18 See Chapter III, B„ FATF. 

19 FATF, What is money laundering? Basic Facts About Money Laundering, www.oecd.org/fatf. accessed 27/4/2022 
20 The Forty Recommendations. 
21  The Forty Recommendations, Rec. 1, http://www1.oecd.org/fatf/4oRecs_en.htm. The Forty Recommendations are 

reprinted in Annex IV of this Reference Guide. accessed 28/4/2022 
22 Ibid., at Rec. 4 
23

 Ibid 
24 Al-Rashdan (2012) 
25

 FATF, 2012 n.15 
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approach  wil l  a l low them to apply enhanced m easur es where  the r isks  are h igher  and  i t  
wi l l  g ive them the  opt ion to app ly s impli f ied m easur es wher e  the  r isks  are lower.   
 
The type and extent of risk based approach to follow depend on resources and political culture of the state. 
Despite the allowed flexibility many countries are still struggling with effective implementation. Countries 
listed in second category jurisdictions are those that have not made sufficient progress in addressing the 
deficiencies or have not committed to an action plan developed with the FATF to address the deficiencies.

26
 

Ironically, according to Adeseyoju,
27

 no country in West Africa has done more than Nigeria to enhance anti-
money laundering and combating the financing of terrorism regime. 
 
Nigeria has made noticeable progress in form of legislation and enforcement of AML activities. For instance, to 
ensure documentary trail of all proceeds of money generated from all activities (legal or illegal), the National 
Drug Law Enforcement Agency (NDLFA) Act was enacted in fulfillment of Vienna Convention as early as 1989 
(NDLEA Act, 1989). This was followed by enactment of Money Laundering Decree in 1995 by the Military 
Government. The ineffectiveness of the previous laws in combating the menace of money laundering was too 
compelling for the pol it i ca l  leadership  to  ignore.  There was po l i t i ca l  p ressure to  cooperate 
with  internat iona l  organizat ions  such as  FATF.  The Mone y  Laundering  Act  (Amendment)  
2022 was  enacted to  improve and expand  the scope of  the 1995 Money  Laundering  
decree.  Also in  2002  the Economic and Financ ia l  Cr imes Commiss ion  (LFCC)  Estab l i shment  
Act  was enacted and broadly  empowered to invest igate a l l  cases involving ML.  In  o rder  
to  g ive more scope to the E FCC funct ion,  the N iger ian Financ ia l  Intel l igence Unit  (NFIU)  
was  establ i shed in  2004 by the E FCC Estab l i shment  Act  2004 and  the Money Laundering  
(Prohib it ion)  Act  2004.  The Money Laundering (Proh ib it ion)  Act  2011 repea led the Money  
Launder ing (Proh ib i t ion)  Act  2014 .     
 
The Money Laundering  (Pr ohib it ion)  Act ,  2022

28
 was enacted to  repea l  the Money  

Launder ing  Act ,  2011  and i t  makes comprehensive provis ions to  proh ib i t  the f inanc ing o f  
terror i sm,  and the launder ing of  the pro ceeds o f  cr imes or  i l lega l  acts.  The pr imary  
object ive o f  the Act  i s  to  provide an ef fect ive  comprehensive and  inst itut iona l  framework  
for  the  prevent ion,  prohib it ion,  detect ion,  prosecut ion  and  pun ishment  o f  money 
launder ing  and  other  re lated of fences  in  N iger ia .

29
 Sect ion 2 o f  the  Act  provides  for  the  

l imitat ion to make or  accept  cash payment .  The Act  provides that  the Financia l  
inst itut ions and designated non -f inancia l  bus inesses and professions  sha l l  ident i fy  and 
assess the money launder ing  and terror i sm f inancing r i sks  that  may ar i se in  relat ion to 
the development o f  new products and new bus in ess pract ices,  including new del ivery  
mechanisms,  and the use o f  new or  develop ing technologies for  both new and pre -
ex ist ing products in  accordance with  the requirements spec if ied by the regulatory  
author it ies .

30
 I t  expands the scope of  supervisory  and  reg ulatory  authorit ies so  as t o  

address the chal lenges faced in  the implementat ion of  the ant i -money laundering reg ime 
in  Niger ia .  I t  a l so makes  provis ion for  appropr iate pena lt ies for  o f fenders .  The Act  p laces  
a  duty  on  bankers and  other  f inanc ia l  inst itut io ns  to  report  internat iona l  transfers  o f  
funds exceed ing ten thousand US Dol lar  ( $10,000)  to  the Centra l  Bank from where the 
records  can be accessed by securi ty  operat ives.

31
 In  sp ite of  a l l  these  laudab le efforts,  

there are empir ica l  evidence of  AML defic iency in  Ni ger ia  as the system is  not  ef fect ive  
enou gh  to  detect  ML.  This  def ic iencies  was  brought  to  l ight  by  UK and  US AML agencies 
as they consistent ly  named N iger ia  as  one of  the non -cooperat ive countr ies.  
 

                                                           
26 Ibid 
27 Adeseyoju, A. (2012): "Anti Money Laundering: FATF Moves Against WMDs" Financial Action Task Force 

Available @ http://www.momentng.com/en/news/6879/anti-moneylaundering-fatf-moves-against-wmds.html 

accessed 20 august 2015 
28 An Act to repeal the Money Laundering (Prohibition) Act, No. 11, 2011 and enact the Money Laundering (Prevention and 

Prohibition) Act, 2022 to provide comprehensive legal and institutional framework for the prevention and prohibition of 

money laundering in Nigeria, establish the Special Control Unit under the Economic and Financial Crimes Commission; and 

for related matters. 
29 See section 1 Generally which deals with the objectives of the Act. 
30 See section 13(1) of Money Laundering (Prevention and Prohibition) Act, 2022. 
31  Dunk Amos (2011), Senate passes money laundering bill. The Sun (Nigeria) online news magazine. Available at: 

http://64.182.81.172/webpagGs/news/national/2011/mar/02/national-2-03-2011-08.htm accessed 30/4/2022 
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3.  AGENCIES THAT FIGHT MONEY LAUNDERING  

1 .  The Econom ic and F inancia l  Cr imes Commission  (EFCC)  
The EFCC i s  a  Niger ian law enforcement agency  that  invest igates f inanc ia l  cr imes such as  
advance fee fraud and  money laundering.  The EFCC was  creat ing in  2003,  part ia l ly  in  
response to pressure f rom the F inancia l  Act ion  Task F orce (FATF)  on Money Laundering ,  
which named Niger ia  as one of  23 countr ies non - cooperat ive in  the internat iona l  
community 's  ef forts to  f ight  money laundering.

32
 Accord ing  to  the Economic and  

Financ ia l  Cr imes Commiss ion  (Establ i shment)  Act ,  2004,  the  EFCC i s  the des ignated 
Financ ia l  Inte l l igence Unit  (F IU)  in  Niger ia ,  wh ich  i s  charged  with  the responsib i l i ty  o f  
coordinat ing the var ious inst i tut ions involved  in  the  f ight  aga inst  money launder ing and  
enforcement o f  a l l  laws dea l ing with  economic  and f inanc ia l  c r imes in  Niger ia .  Accord ing  
to  Ogbodo,

33
 

So far ,  the Commission  has been ab le to  and st i l l  r ecord ing successes in  severa l  areas 
of  it s  mandate.  Among others ,  i t  has  recorded severa l  convict ions on  corruption ,  money 
launder ing,  o i l  p ipe l ine  vandal ism and re lated  of fences .  Assets  and money wor th over  
S11 b i l l ion have been recovered from corrupt  of f ic ia ls  and their  cohorts .  The  
Comm iss ion is  tenac ious with  over  65  h igh  prof i le  cases at  advanced stages  of  
prosecution in  sever al  courts  in  N iger ia and over  1500 other  cases in  court  and secured  
over  600 convict ions .  The Comm iss ion successful ly prosecuted one of  the biggest  fraud  
cases in  the world  invo lving about  $242 m i l l ion ar is ing from a bank f raud in  Braz i l .  I t  
has  increased  the revenue prof i le  of  the nat ion due to it s  co l laborat ion with  the  
Feder al  In land Revenue Ser v ice  and the Seaports  and has r ecovered  r evenue in  excess 
of ₦75 b i l l ion,  (over  S500m il l ion US Dol lars )  for  governm ent.  
 
2.  Independent Corrupt  Pract ices and  Other  Re lated Offence Comm iss ion  ( ICPC)  
Another important  Niger ian body in  the f ight  aga inst  money laundering  i s  the  
independent  Corrupt  Pract ices Commissi on  ( ICPC) ,  estab l i shed  in  2000.  I t s  main tasks are 
to  invest igate reports o f  corrupt  pract ices,  to  eradicate corrupt ion  in  publ ic  bodies  and  
to educate the pub l ic  aga inst  corrupt ion .  The ICPC a lso  l i s t s  amongst  i t s  dut ies  the 
prevent ion  of  corrupt ion through studies of  systems,  pract ice s and  procedure.  Whi l st  the 
EFCC i s  an invest igat ion  and prosecut ion body focused on f inanc ia l  cr ime,  the ICPC has a  
broader mandate to  tackle corrupt ion in  a l l  forms both by invest igat ion and educat ion.

34
 

The amendments made to legis lat ion in  2002 gave greater  responsib i l i ty  to  the Central  
Bank  of  Niger ia  (CBN)  in  deal ing with  money laundering.  In  part icu lar ,  they  a l low the 
governor greater  power to  intervene in  the banking sector  in  order  to  safeguard 
confidence in  the f inanc ia l  system as a  whole.  
 
3.  The Centr a l  Bank of  Niger ia  (CBN)  
The CBN has a lso  been  g iven  a  greater  ro le in  f inancia l  sector  survei l lance,  ident i fy ing  
trends and patterns of  corrupt ion in  banks and  other  monetary  inst i tut ions.  The CBN has  
d irected a l l  commercia l  banks in  N iger ia  to  report  a ny transact ion of  a  sum over hal f  a  
mi l l ion nai ra  (US $5,000).   
 

4.  Nat ional  Econom ic Inte l l igence Comm ittee (NEIC)  
The CBN then t ransmits a l l  such reports to  the Nat ional  Economic Inte l l igence Committee 
(NEIC) .  Th is  system is  set  up to monitor  money  sources and uses,  track  spend ing  pat terns 
and general ly  forestal l  terror i st  act iv ity .  Anyone who cannot  sat i sfactor i ly  exp la in  a  
transact ion over  a  ha lf  mi l l ion naira  may be charged under the Exchange Control  (Ant i -
Sabotage)  Act ,  which carr ies a  min imum pena l ty  o f  f ive years  in  pr i son for  indiv idua ls,  
and a  f ine of  ₦100,000 (US  $1000) for  corporate  enterpr ises .   
 
 
 

                                                           
32

 Omoh Gabriel op cit n.14 
33 Ogbodo, U.K., and Mieseigha, E.G., The Economic Implications of Money Laundering in Nigeria. International Journal of 

Academic Research in Accounting, Finance and Management Sciences vol. 3, No. 4, October 2013 pp 170 - 184 at p. 178. 
34  Enweremadu David U. (2010), Anti-corruption Policies in Nigeria. A Discussion paper, No 1. Available at 

http://library.fes.de/pdf-files/buerors/nigeria/07813.pdf accessed 1/5/2022 
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5.  Nat ional  Drug Law Enforcem ent Agency (NDLEA)  
Legal  persons can a lso be charged with  money  laundering under the Nat ional  Drug Law 
Enforcement  Agency  (NDLEA)  Act ,  which  carr ies  a  penal ty  of  ten  years  to  l i fe  in  pr i son ,  
and for fe iture of  assets.  I f  bank fa i l s  to  report  transact ions for  amounts over  a  ha l f  
mi l l ion na ira ,  i t  may carry  a  pena lty  o f  impr isonment,  f ines,  or  both.  Corporat ions  
convicted of  such an of fense may be forced to forfe it  i t s  property  and assets.   
 
6.  F inancia l  Ser vices  Regu lat ions Coord inat ing Comm ittee (FSRCC)   
The CBN also  has  a  responsib i l i ty  to  coordinate ef forts among f inanc ia l  organizat ions to  
increase ef f ic iency  in  regu latory  ov ersight .  Th is  i s  done through  the Financ ia l  Services  
Regu lat ion Coordinat ing  Committee (FSRCC),  represent ing a  framework  for  coord inat ion  
of  regu latory  and  supervisory  act ivit ies in  the N iger ian f inancia l  sector.   
 
7.  The Niger ian Stock Exchange  
Alongside the work  o f  the CBN to monitor  the bank ing sector  the N iger ian  Stock  
Exchange has  a  number of  s tructures and measures in  p lace to  check money laundering in  
Niger ia .

35
 These include a  Central  Securit ies C lear ing System (CSCS)  a imed at  making  

transact ions mor e transparent,  Administrat ive Gu idel ines to  ensure  the proper  
documentat ion of  legi t imate capi ta l  importat ion through Niger ian banks,  a  Know Your 
Cl ient  Requirement and  membersh ip  of  the Internat ional  Federat ion of  Stock Exchanges,  
which subjects  them to i nternat ional  s tandards and code of  best  Pract ice.   
The Nat ional  Drug Law Enforcement Agency Act ,  the Foreign Exchange (Monitor ing and  
Misce l laneous Provis ions)  Decree (previously  the now repealed Exchange Contro l  (Ant i -
Sabotage)  Act )  and the Money Launderi ng Act  a l l  author ize the f reezing o f  assets.  
Freezing accounts may be administ rat ive or  judic ia l ,  coming from the Central  Bank of  
Niger ia ,  or  as the resu lt  of  a  judgment handed by an author ized court ,  or  tr ibunal .  Assets 
can be f rozen at  the request  o f  ano ther government in  cases where both governments  
share  mutua l  legal  treat ies in  cases o f  cr imina l  or  c ivi l  matters.  
 
8.  Banks and Other  F inancial  Inst itut ions Act  (BOFIA)  & Other  Legis lat ive Measures  
Other  legis lat ive  measures  that  N iger ia  has  taken in  response to  combat ing money 
launder ing and other  f inancia l  c r imes include 1991 Banks and Other F inancia l  Inst itut io ns  
Act  (BOF1A),  amended in  2002.  
 
9.  1993 Advanced Fee Fraud and Other  Re lated  Offences Decree,   
10.  1994 Fa i led  Banks (Recover y -of  Debt and Financ ia l  Malpract ice in  Banks)  Act ,   
11.  1995 Advance Fee Fr aud and  Other  Related Offences Decree (creat ing 

u
4!9"  

of fences) ,   
12.  2000 Corrupt  Pr act ices and  Other  Related  Offences  Act  (estab l ish ing the 
Independent Corrupt  Pr act ices Comm iss ion) ,   
13.  2002 E lectora l  Act  ( replaced 2001 E lector a l  Act ) .  
 
Most  o f  the leakages in  ant i -money laundering  programmes in  developing countr ies are 
caused by  inef fect ive  internal  control  prob lems espec ia l ly  in  f inancia l  inst i tut ions.  The 
Technology E f fect iveness Plann ing and Evaluat ion Model  (TEPEM) which i s  a  mult i -model  
consist ing o f  Technology acceptance model  (TAM) and the Three layered model  
(encompassing cont ingency theory,  socio -  technica l  system theory  an d structurat ion  
theory ) .  AbioIa

36
 introduced  in frastructure readiness  as a  cont ingency necess ity  and  

suggested TEPEM as a  useful  model  for  ef fect ive interna l  control  prevent ion  and  
detect ion of  fraud including money launder ing in  developing countr ies.   
  

5.  EFFECT OF MONEY LAUNDERING ON ECONOMY  
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Although  f inanc ia l  intermediar ies  as wel l  as the  establ i shment o f  money laundering laws 
and creat ion of  an t i -money launder ing agencies have p layed effect ive ro les in  money 
launder ing pract ices,  they have  not  brought  ab out  professional  transparency and ethical  
conduct .

37 
Th is perhaps exp la ins why money - laundering act iv it ies seem to be on the  

increase in  N iger ia .  I t  can a lso  be ascr ibed  to the fo l lowing:   
1.  Dig ita l  Age  
Accord ing to  S ieber,

38 
the advent  o f  d ig ita l  age  increases money launder ing.  

. . .  The prob lem s caused by computer  cr ime s are bound to intens i fy in  the future.  
Increas ing computer isat ion ,  part icular ly in  the  admin istrat ion of  deposit  money, in  the  
balanc ing of  accounts  and stock -keeping,  in  the f ie ld  of  e l ectron ic  funds transfer  
systems, and in  the pr ivate sector ,  as  wel l  as  new computer  appl icat ions  such  as 
electron ic  home banking,  e lectron ic  mai l  system s, and other  interact ive v ideotext  
systems wil l  lead to increase in  the  number  of  of fences and losses. . .   
 
Money Launder ing no doubt  became more prevalent  in  the last  two decades.  Money  
launder ing  i s  faci l i tated  by banks,  f inancia l  services companies and network o f  business 
advisers as e lect ron ic  funds transfer  (EFT)  becomes poss ib le.

39
 

 
2.  Under min ing the in tegr ity o f  f inanc ia l  inst itut ions and mar kets  
The nature of  money laundering i s  such  that  i t  has far  reaching impact  both  loca l ly  and 
on internat iona l  scene.  Former Cha irman of  EFCC has made statements in  th is  regard at  
d i f ferent  fora ,  showing  their  f rust r at ions.

40
 The success  o f  money  laundering explo it s  has  

far  reach ing impact s on the whole f inancia l  systems of  many developing countr ies.  
Laundered money  eventual ly  f lows into  the internat iona l  f inanc ia l  system and in  the 
course  o f  th is  process;  countr ies th at  integrate  into the global  f inancia l  systems ar e  
exposed  to  the phenomenon of  money  laundering.

41
 E laborat ing  on  the th is  fact ,  the  one -

t ime chai rman  of  the  EFCC Niger ia ,  Nuhu Ridadu,  stated that  the amount involved  in  
var ious forms of  transnat ional  econo mic and f inanc ia l  cr imes especia l ly  corrupt ion,  are 
often  so  la rge  that  i t  a f fects  both  the in tegr ity  o f  domest ic  economies and the global  
f inanc ia l  systems.

42
 For  instance,  an est imated amount o f  $100 b i l l ion  was corrupt ly  

exported  from Niger ia  between mid -1980s  and 1999 whi le  more than $1  tr i l l ion  i l l ic i t  
funds f lows into the Un ited States annua l ly  through the internat ional  f inanc ia l  systems 
and th is  includes the proceeds f rom drug tra f f ick ing and other  forms of  economic and 
f inanc ia l  cr imes.

43
 The nat ion 's  f inancia l  system att r ibuted  i t s  fa i lu re to  the negat ive  

impact  o f  economic and f inanc ia l  cr imes that  were rampant at  the t ime.  During th is  
per iod,  most  potent ia l  fore ign investors were reluctant  to  extend  thei r  commerc ia l  
ventures to  Niger ia .

44
 The i l l -got ten cap ita l  drained of f  by  corrupt  po l i t i ca l  o f f i ce holders  

resu lted in  inab i l i ty  to  withstand  market  compet it ion and many of  these f inanc ia l  
inst itut ions d is integrated,  thereby,  exposing the instab i l i ty  of  the country 's  f inancia l  
systems.

45
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In  Abu ja,  in  August  2012,  another former  Central  Bank of  Niger ia  Governor,  Mal lam 
Sanus i  Lamido Sanus i

46
 narrated h is  experience thus:  

 
You know there  was  one ch ief  execut ive of f icer  that  took away from her  bank over  a  
b i l l ion dol lars .  And where was th is  money taken t o? Purchase of  property.  We 
recovered from one CEO 200 p ieces of  Real  estate in  Dubai ,  Johannesburg,  Potom ac in  
Wash ington apart  from  shares in  over  100 companies .  And al l  o f  those were purchased 
with depos itors '  funds.  We got  judgment against  the f ir st  CE O who we were able to  
convict ,  we  recovered these  assets  and got  a  s ix  month sentence  and  sorted  it  out.  We 
went to  the court  in  UK on the case of  another  CEO, we got  judgment against  the CEO 
for  142 b i l l ion naira stolen from the hank, taken to buy shar es whi le  manipu lat ing the 
shares of  h is  own inst itut ion and also transferr ed outside to pur chase property .

47
 

The second  CEO,  we f in ished  our  case,  establ i shed  in  Niger ia  -  we had a  c ivi l  case  in  the 
UK,  we had a  cr imina l  case in  Niger ia  -  estab l i shed the case. . .  two weeks before the  
c los ing statements were made the judge was miracu lous ly  promoted to the Federal  Court  
of  Appea l .  After  three years  o f  tr ia l  at  the very  end of  tr ia l !

48
 

 
To make progress with  A ML measures involves a  lo t  of  interp lay  o f  pol i t i ca l  wi l l  and 
internat ional  cooperat ion.  As  noted by A luko  and Mahmood

49
 

. . . the  phenom enon of  money launder ing,  amongst  other  econom ic  and f inanc ia l  cr im es  
have had better  success in  in f i ltrat ing into the econom ic and po l it ica l  structur es of  
most  deve lop ing Countr ie s therefore  resu lt ing to  econom ic digression and po l it ical  
instab i l ity.  
 
Most  developing Co untr ies,  including N iger ia ,  a re  not  on t op of  the AML implementat ion,  
and do  not  have lega l  and administ rat ive  framework in  p lace to  curb the ML menace.  The 
re levant  quest ion i s  whether  these inst itut ions  are strong  or  weak to per form effect ive ly  
the ass ignment const i tut iona l ly  bestowed on them?  
 
3.  Fa i lures in  the F inanc ia l  System s  
Desp ite estab l i shment o f  relevant  laws and enforcement inst itut ions,  the inst itut ions are 
too weak to be ef fect ive.  The Po l ice,  the judic iary ,  EFCC,  etc  a l l  have thei r  own share o f  
inef fect iveness.  Th is  i s  ref lected in  the f rustrat ions expressed by the Gov ernor of  Central  
Bank of  Niger ia ,   
We wer e dealing  with  chief  execut ives that  in  2009 had become invinc ib le .  They were  
in  the seat  of  power .  They had econom ic  power and they had  bought po li t ica l  
protect ion .  They were into pol it ica l  part ies ,  they had f inanc ed e lect ions of  of f icer s  and  
they be l ieved that  nobody cou ld touch them .

50 

 
These are  ref lected in  some of  the fo l lowing  events.  Recent ly ,  the Un ited Bank  of  Afr ica  
(UBA),  one of  the  la rgest  commercia l  bank in  Niger ia  wh ich was granted the r ight  to  
operate an of f ice  in  Un ited States by  the US Feds was heavi ly  pena l i sed by  the Uni ted  
States  o f  America ’ s  Department o f  Treasury  F inancia l  Cr imes Enforcement Network  
(F inCEN) .

51
 The c ivi l  pena lty  was as  h igh as 3.4% of  the total  asset  o f  the  bank at  the  

t ime.  The tota l  amount assessed was 1.785 b i l l ion Naira.  The pena lty  stemmed from the 
UBA's fa i lu re  to  implement ef fect ive ant i -  money  program and  consequent  fa i lure to  
report  susp ic ious t ransact ions amounti ng to  $197,000,000.00 over  t ime.  Operat ing in  US  
jur i sd ict ion  str ict ly  require s a  f inanc ia l  inst itut ion to conform to the ru les by  
implementing a  cred ib le  AML program. The bank  wi l l  be  held  responsib le for  i t s  fa i lu re to  
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show di l igence in  not ic ing  suspic ious lodgments  or  withdrawals f rom accounts;  duty  o f  
bank to  take note o f  those on watch l i st ,  etc.  
 
Another recent  case that  showed defic iency  in  AML act ivit ies in  Niger ia  i s  that  of  
Guaranty  Trust  Bank PLC (GTB).  The UK subsid iary  o f  Niger ia 's  GTB was penal ised  to  the 
tune of  £525,000.00  ($815 ,000.00)  for  fa i l ing to  inst itute  adequate  contro ls  for  
prevent ion of  money laundering.

52
 S imi lar  to  UBA case,  the F inancia l  Conduct  Authori ty  

(FCA) a l leged that  GBA fa i led to:  

a.  Assess potent ia l  money launder ing  r i sks,  

b.  Screen customers against  sanct ion  l i s t s,  

c.  Establ i sh  the purpo se of  the  accounts being opened in  their  London  branch or  
rev ise  the act iv ity  of  "h igh r i sk" accounts.  
GTB i s  one of  the Niger ian banks that  dep loyed technology for  their  operat ions r ight  
from the incept ion .  The d iscovery  by  the FCA was  therefore surpr is in g to  invoke .  Tracey 
McDermott ’ s ,

53
 remark that  "GT Bank 's  fa i lures  were ser ious  and systemic and  resul ted in  

an unacceptable r i sk  of  handl ing the proceeds o f  cr imes".  
 
4.  Cases of  O i l  Theft/I l legal  Sa les   
Accord ing to  Michael  Camdessus,

54
 the sca le  o f  money  laundering was  est imated between  

2% to  5% of  world  Gross Domest ic  Product  (GPD).
55

 In  th is  perspect ive,  develop ing  
countr ies are po ised to losing contro l  o f  thei r  domest ic  economic  pol ic ies as i l l i c i t  
capi ta l  accrued from money launder ing act ivi t ies and oth er  economic and f inancia l  
cr imes are capab le  o f  dwarf ing  government budgets and destabi l ize domest ic  markets.

56
  

 
Furthermore,  an IMF working paper concludes  that  money laundering  impacts f inanc ia l  
behaviour and macro - economic per formance in  d if ferent  form s such as  pol icy  mistakes,  
due to  measurement errors  in  nat ional  account  stat i st ics,  volat i l i ty  in  exchange and  
interest  rates due to unant ic ipated cross border transfers of  funds;  the threat  of  
monetary  instabi l i ty  due to unsound asset  st ructures;  ef fects  on tax co l lect ion and publ ic  
expend iture  a l locat ion  due to misreport ing  o f  income;  misa l locat ion  of  resources due to 
d istort ions in  asset  and commodity  pr ices ;  and contaminat ion effects on legal  
transact ions due to the perceived  poss ib i l i ty  of  being assoc iated  with  cr ime.  Thus,  in  
some developing countr ies,  the i l l i c i t  proceeds from cr iminal  ventures  dwarf  government  
budgets,  thereby,  leading to  a  loss o f  control  o f  their  economic pol ic ies.  
Accord ing to  John and Gary,

57
 the exp lo it s  o f  money  laundering and currency  

maneuver ing can  harmfu l ly  undermine currenc ies and interest  rates ,  more 
predominant ly ,  in  a  developing economy.  
In  2009,  the  Niger  delta  suf fered  r e lent less attacks on p ipel ines and t he k idnapping  o f  o i l  
workers  which  cut  the country 's  crude product ion to  1 .5m barrels  a  day,  a  20 -year  low,  
When the government  launched  an  amnesty  programme,  a l lowing  mi l i tants to  hand  over  
weapons in  exchange for  vocat iona l  tra in ing  and month ly  payments,  few peop le bel ieved  
it  would work .  Nonetheless,  the unrest  stopped and product ion was soon above 2m b/d .  
However ,  af ter  a  br ief  per iod of  stab i l i ty ,  o i l  product ion has now s l ipped back to  levels  
last  seen  dur ing  the per iod of  st r i fe.  There are severa l  reasons for  the dec l ine,  inc luding  
maintenance problems,  Hooding and sabotage,  but  the main factor  i s  crude o i l  theft  or  
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bunkering.
58

 Oi l  theft  i s  now a much more s ign if i cant  i ssue than it  has been in  the past .
59

 
At  the same t ime,  new investment in  the industry  has a lmost  grounded to a  halt .

60
 

 
5.  Econom ic d istort ion and investment instabi l ity  
Money launderers,  in  thei r  quest  to  d isguise the source of  their  i l l -gotten proceeds,  
d ivert  the proceeds from one economic venture to  another without  sound economic  
reasons.  A lso,  as there is  no motive to  generate prof it s,  money launderers,  most  o ften,  
invest  thei r  i l l i c i t  funds in  economic and commercia l  ventures that  do not ,  pr imar i ly ,  
benefit  the economy of  the country  where such i l l i c i t  funds are s ituated.  When  making 
the investment decis io ns,  money launderers apparent ly  pay h igh premiums on the 
investments that  wi l l  a l low the i l l i c i t  proceeds be protected from susp ic ion.

61
 According  

to  V ito  Tanz i ,  the in f la t ion of  the  exchange rate would resu lt  to  the s ituat ion in  wh ich  
tradi t ional  exports lose competi t iveness to  the imports wh i le domest ic  pr ices  r i se up as  a  
resu lt  o f  the pressure f rom the country 's  monetary  base.

62
 

 
6.  Underm in ing the Legit imate Pr ivate Sector  
Money launderers  o ften use front  companies ,  to  fuse the proceeds o f  their  i l l i c i t  
act ivit ies with  legi t imate funds,  to  h ide their  i l l ic i t  p roceeds.  With access to  substant ia l  
i l l ic i t  funds,  these f ront  companies  are  able  to  subsid ize their  products and serv ices  at  
levels  that  are  wel l  below market  rates .  In  some instances,  the f ront  companies o f fer  
products at  pr ices that  are  below what  i t  costs the manufacturers to  produce.  
7. Risks to  governm ent pr ivat izat ion  effor ts  
The concept  o f  pr ivat izat ion in  many develop ing countr ies,  wi th  the a im of  promot ing  
economic growth,  a ttracts money launderers.  This  i s  a ttr ibuted to the ' legit imacy'  that  a  
money launderer  is  able to  acqu ire by  purchas ing into a  previous government  
corporat ion and/or by  being l inked '  to  the h igh volume of  t ransact ions.

63
 As a  result ,  

government corporat ions are idea l  veh ic les for  launder ing money .  Money launderers are  
a lso ab le to  b id  h igher pr ices for  these corporat ions,  a  pract ice that  undermines fa ir  and  
legi t imate competi t ion.

64 
Leg it imate buyers who bel ieve that  the b idd ing process ha s  

been compromised are  unl ike ly  to  b id  in  fu ture.  In  th is  regard,  money launder ing 
act ivit ies threaten the efforts of  many developing countr ies to  reform their  economies  
through pr ivat izat ion,  thereby sta l l ing economic growth .

65
 

8. Reputation R isk  
Because of  the  in f i l t rat ion of  money launder ing act iv it ies,  a long with  lack o f  
transparency  and  h igh  level  o f  corrupt ion,  developing countr ies  have been  f ind ing  i t  
d i f f icu lt  to  att ract  foreign  investments  which are  contr ibutory  factors to  economic 
development and f inancia l  stab i l i ty .  The negat ive  damaging reputat ion att r ibuted to  
these act ivi t ies reduces  leg it imate internat iona l  opportunit ies  and  sustainab le  economic 
growth and,  on the other  hand,  drawing  internat iona l  organized  cr iminal  groups  with  
undes irab le reputat ions  and  temporary  goal ,  therefore  d iminish ing  development  and  
economic growth.

66
 On th is  basis,  most  developing countr ies character ized with  h igh  

level  o f  corrupt ion,  insecur ity ,  economic  and f inanc ia l  instabi l i ty  and so cia l  unrest ,  have 
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pers istent ly  fa i led to  at tract  adequate fore ign investments to  boost  thei r  economic and 
f inanc ia l  growth .  The phenomenon of  money  laundering,  together with  other  economic 
and f inanc ia l  cr imes,  reduces government tax revenue.

67
 Money laundering and it s  

pred icate o f fences are factors that  contr ibute to  the tax gap,  as these act ivit ies decrease 
the amount o f  tax col lected in  South  Afr ica.

68
 

 
9. Weak po l it ical  inst itut ions  
In  a  po l i t ica l  state,  an individual  can only  become more powerful  than inst itut ions where 
there i s  corrupt ion and/or d ictatorship .  Another negat ive ef fect  o f  weak inst i tut ion i s  
the  case  o f  former Execut ive Governor o f  Del ta  State,  Chief  James Ibor i .  Ibor i  was  
d ischarged  and  acqu itted for  Money Launder ing  case  by  Mr.  Just ice Mercel  Awokulehin  in  
a  Federal  High Court ,  Asaba d iv i s ion,  N iger ia  but  was eventua l ly  ar rested in  Duba i  and 
deported to  London.  The London court  convicted Ch ief  Ibor i  for  the same Money  
Launder ing o ffence.  As Adebayo

69
 put  i t  

Another po int  wh ich undermines Just ice Awoku leh in 's  d ischarge of  Ibor i  i s  the fact  that  
Ibor i  actua l ly  p leaded gui l ty  at  the  London t r ia l .  
He spared the prosecut ion f rom having to  prove the case beyond reasonable dou bt;  he 
held  up h is  hands and said -  'yes,  1  sto le b i l l ions o f  Na ira  f rom the people of  Del ta  state ' .  
By  that  s ingu lar  act ion,  Ibor i  condemned Just ice Awoku lehin  and the Niger ia 's  Cr iminal  
Just ice process that  d ischarged of  h im on  the same facts,  just ice mus t  not  only  be  fa ir ,  
but  must  be mani fest ly  seen (by  the people)  to  be fa i r .  No matter  the legal  technica l i t ies 
involved;  no matter  the exp lanat ion by  Just ice Awoku lehin,  i t  i s  a lmost  imposs ib le  to  
persuade an average member o f  the publ ic  in  Niger ia  that  so meth ing isn 't  wrong with  a  
judic ia l  process that  enabled Ibor i  to  escape just ice in  N iger ia  only  for  h im to p lead  
gui l ty  on  the same set  o f  facts overseas .

70
 

I f  Ibor i  had chosen  to  remain in  Niger ia ,  he  would be walk ing  f ree  and act ive ly  engage in  
h is  ro le as a  pol i t ica l  g ladiator.  
 
10.  Economic  and  soc ia l  weakness  
Niger ia ’ s  Economy i s  regarded  as the second  largest  Economy in  Afr ica  next  to  South 
Afr ica  unt i l  recent ly  when i t  was rebased and over  took South Afr ica  to  c la im the f i r st  
pos it ion.  I t  i s  therefore  an important  Ant i -Money Laundering Uni t  in  Sub -Sahara Afr ica .  
The t heft  and sale o f  Niger ia  o i l  in  ne ighboring countr ies and internat ional  markets point  
to  the fact  that  there are internat ional  col laborators includ ing internat ional  f inanc ia l  
inst itut ions where proceeds  o f  these i l legal  transact ions are being  lodged.  The o n ly  
reason for  th is  i l legal  col laborat ion  i s  immediate economic benefit s .  N iger ia n  
Government o f f i c ia l s  a l so  exhib it  lackadais ica l  att i tude towards  putt ing an end or  at  
least  taking  ef fect ive measures  to  reduce incidence of  o i l  bunker ing that  the Minister  o f  
f inance sa id  i s  cost ing N iger ia  an  est imated  One bi l l ion do l lar  a  month.

71
 

As  a  resu lt  o f  poverty ,  many  c it izens have lost  the  moral  compass to  ask  quest ions about  
the source o f  ind ividuals '  weal th.  Ind ividuals  who become wealthy  overnight  i r respect ive  
of  the  job they do are cons idered lucky.  And many people are just  wai t ing  for  their  own 
‘Time'  to  come.   
 
11. Terrorism and Money Laundering 
Terrorism is a term which violators worldwide have used to settle scores with nations over supposed 
grievances with fellow citizens or the nation. Each act of terrorism comes with attendant human and property 
losses, intimidations, threat and crimes of all sorts which may sometimes be regarded after so many terrorist 
attacks and losses. Terrorism clearly has a very real and direct impact on human rights, with devastating 
consequences for the enjoyment of the very rights which the government seeks to protect, such as, the right 
to life, liberty and physical integrity of victims. In addition to these individual costs, terrorism can destabilize 
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Government, undermine civil society, jeopardize peace and security, and threaten social and economic 
development. All of these also have serious impacts on the enjoyment of human rights and stability. Since 
these stand against everything the United Nations stand for, they have since the 11 September, 2001 terrorist 
attacks in New York and Washington made counter terrorism a way forward in fighting unnecessary display of 
anger or grievances or financing such events or activities. To understand terrorism financing, we need to look 
at other terms such as terrorism and terrorist acts. 
The term terrorism acquired its name from the French word terrorisme derived from the Latin word ‘terrere’ 
which both mean great fear, or terreo meaning I frighten.

72
 The term terrorism is very difficult to define 

because one man’s terrorism can be another man’s freedom struggle. It was estimated that between 1936 and 
1985 at least 115 different definitions were given of the word, “Terrorism”.

73
 According to Webster’s 

dictionary,
74

  
Terrorism is the use of violent acts to frighten the people in an area as a way of trying to achieve a political 
goal.  
Terrorism is a term which violators worldwide have used to settle scores with nations over supposed 
grievances with fellow citizens or the nation. Each act of terrorism comes with attendant human and 
property losses, intimidations, threats and crimes of all sorts which may sometimes be regretted after so 
many terrorist attacks and losses.  
Terrorism clearly has a very real and direct impact on human rights, with devastating consequences for the 
enjoyment of the very rights which the government seeks to protect, such as, the right to life, liberty and 
physical integrity of victims. In addition to these individual costs, terrorism can destabilize Governments, 
undermine civil society, jeopardize peace and security, and threaten social and economic development. All of 
these also have serious impacts on the enjoyment of human rights. Terrorism is therefore a global threat to 
democracy, rule of law, human rights and stability.  Since these stand against everything the United Nations 
stand for, they have since the 11 September, 2001 terrorist attacks in New York and Washington made 
counter terrorism a way forward in fighting against unnecessary display of anger or grievances or financing 
such events or activities.  
 Terrorism is commonly understood to refer to acts of violence that target civilians in the pursuit of political or 
ideological aims.

75
 In legal terms, although the international community has yet to adopt a comprehensive 

definition of terrorism, existing declarations, resolutions and universal sectoral treaties relating to specific 
aspects of it define certain acts and core elements. In 1994, the General Assembly’s Declaration on Measures 
to Eliminate International Terrorism, set out in its resolution 49/60 that terrorism includes,

76
 

Criminal acts intended or calculated to provoke a state of terror in the general public, a group of persons or 
particular persons for political purposes.  
and that such acts are in any circumstances unjustifiable, whatever the considerations of a political, 
philosophical, ideological, racial, ethnic, religious or other nature that may be invoked to justify them.

77
 

Ten years later, the Security Council, in its resolution 1566 (2004),
78

 referred to terrorism as  
Criminal acts, including those against civilians, committed with the intent to cause death or serious bodily 
injury, or taking of hostages, with the purpose to provoke a state of terror in the general public or in a group 
of persons or particular persons, intimidate a population or compel a Government or an international 
organization to do or to abstain from doing any act.  
Later that year, the Secretary-General’s High-level Panel on Threats, Challenges and Change, described 
terrorism as

79
  

Any action that is “intended to cause death or serious bodily harm to civilians or non-combatants, when the 
purpose of such an act, by its nature or context, is to intimidate a population, or to compel a Government or 
an international organization to do or to abstain from doing any act. 
States have failed to frame any agreed and exhaustive definition of terrorism, although the term has been 
used at various occasions governing international law since 1937. After September 11, 2001,

80
 UN Security 
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Council passed various resolutions regarding terrorism,
81

 and it was agreed that States shall prevent and 
suppress the financing of terrorist acts, and shall take necessary steps to prevent the commission of terrorist 
acts. But the term has not been defined either in this resolution or in any other document of the Security 
Council. Some of the acts have been included in terrorism by some of these documents. For instance Article 
2(1) of the Draft Document of the United Nations on a Comprehensive Convention on International Terrorism 
provides that:- 
1- “Any person commits an offence within the meaning of this Convention if that person, by any 
means, unlawfully and intentionally, causes: 
(a) Death or serious bodily injury to any person; or 
(b) Serious damage to public or private property, including a place of public use, a State or government 
facility, a public transportation system, an infrastructure facility or the environment; or 
(c) Damage to property, places, facilities, or systems referred to in paragraph 
By Article 1(b) of this document, terrorism is any act resulting or likely to result in major economic loss, when 
the purpose of the conduct, by its nature or context, is to intimidate a population or to compel a Government 
or an international organization to do or abstain from doing an act.

82
 

 

6. TERRORISM FINANCING 

This is an activity that provides financial support to designated terrorist groups. A government that maintains a 
list of designated terrorist organizations will also use laws to prevent money laundering being used to finance 
those organizations. Section 2 of the Terrorism (Prevention and Prohibition Act), 2022 prohibits all acts of 
terrorism and terrorism financing.   

Laws against money laundering and terrorism financing are used around the world. In the United States, the 
Patriot Act was passed after the September 11 Attacks, giving the government anti-money laundering powers 
to monitor financial institutions.

83
 The Patriot Act has generated a great deal of controversy in the United 

States since its enactment.
84

 The United States has also collaborated with other powers, like the European 
Union, in creating the Terrorist Finance Tracking program. 

85
  

Laws attempt to thwart the financing of terrorism, Combating the Financing of Terrorism  (CFT) and anti-
money laundering (AML). Initially the focus of CFT efforts was on non-profit organizations, unregistered money 
services businesses (MSBs) (including so called underground banking or ‘Hawalas’) and the criminalisation of 
the act itself.

86
 The Financial Action Task Force on Money Laundering (FATF) made nine special 

recommendations for CFT (first eight then a year later added a ninth). These nine recommendations have 
become the global standard for CFT and their effectiveness is assessed almost always in conjunction with anti-
money laundering. The FATF Blacklist (the NCCT list) mechanism was used to coerce countries to bring about 
change. 

The United Nations (UN) has made numerous efforts, largely in the form of international treaties, to fight 
terrorism and the mechanisms used to finance it. Even before the September 11th attack on the United States, 
the UN had in place the International Convention for the Suppression of the Financing of Terrorism (1999), 
which provides:

87
 

1. Any person commits an offense within the meaning of this Convention if that person by any means, 
directly or indirectly, unlawfully and willingly, provides or collects funds with the intention that they should 
be used or in the knowledge that they are to be used, in full or in part, in order to carry out: 
(a) An act which constitutes an offence within the scope of and as defined in one of the treaties listed in the 
annex; or 
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(b) Any other act intended to cause death or serious bodily injury to a civilian, or to any other person not 
taking any active part in the hostilities in a situation of armed conflict, when the purpose of such act, by its 
nature or context, is to intimidate a population, or to compel a government or an international organization 
to do or to abstain from doing an act. 
 
Section 21 of Terrorism (Prevention and Prohibition) Act, 2022 provides that “A person or entity, within or 
outside Nigeria, in any manner, who, directly or indirectly, and willingly provides, solicits, acquires, collects, 
receives, possesses, or makes available property, funds or other services, or attempts to solicit, acquire, 
collect, receive, possess or make available property, funds, or other services with the intention or knowledge, 
or having reasonable grounds to believe that it will be used, in full or part to finance a terrorist or terrorist 
groups, commits an offence and is liable on conviction to – 
(a) in the case of a natural person, life imprisonment; or 
(b) in the case of a body corporate – 

i. a fine of at least ₦200,000,000, 
ii. imprisonment of principal officers for a term at least 20 years and up to a maximum of life 

imprisonment, and  
iii. the winding up of the body corporate, and its prohibition from reconstitution or incorporation under 

any form or guise. 
Subsection 3 provides that “a person who knowingly or intentionally enters into or becomes involved in an 
arrangement –  
(a) which facilities the acquisition, retention, or control of terrorist funds, by or on behalf of another 
person, by concealment, removal out of jurisdiction, transfer to a nominee or in any other way, or 
(b) as a result of which funds or other property is to be made available for the purposes of terrorism or 
for the benefit of a specified entity or commits an offence. 
The subsection also provides that, ‘in proving the offence of terrorism financing, it shall not be required that 
the funds – 
(a) were actually used to carry out an act of terrorism; 
(b) were used to attempt an act of terrorism; or 
(c) be linked to a specific act of terrorism. 
 
It is important to note that the Act also provides that ‘a person who finances the travel of individuals who 
travel to State other than their States of residence or nationality for the purpose of perpetration, planning, or 
preparation of, or participation in, terrorist acts or the providing or receiving of terrorist training commits an 
offence and is liable upon conviction to imprisonment for a term of at least 20 years and up to a maximum of 
life imprisonment.

88
      

 

7. IMPACT OF TERRORISM 

The impact of terrorism is quite enormous, especially as it relates to the devastating consequences on the 
enjoyment of the rights which nations deem to be fundamental to the very existence of man. For example, the 
right to life, liberty and physical integrity of victims.

89
 In addition to these individual costs, terrorism can 

destabilize Governments, undermine civil society, jeopardize peace and security, and threaten social and 
economic development. All of these also have a real impact on the enjoyment of human rights.

90
  

 
For an act to constitute an offence, it shall not be necessary that the funds were actually used to carry out an 
offense referred to in paragraph 1, subparagraph (a) or (b), FATF 
The difficult issue for some countries is defining terrorism. Not all countries that have adopted the convention 
or agree on what actions constitute terrorism. The meaning of terrorism is not universally accepted due to 
significant political, religious and national implications that differ from country to country. FATF, which is also 
recognized as the international standard setter for efforts to combat the financing of terrorism (CFT), does not 
specifically make Reference Guide to Anti-Money Laundering and Combating the Financing of Terrorism.

91
  

Chapter III, FATF
92

 defines the term financing of terrorism in its eight Special Recommendations On Terrorist 
Financing (Special Recommendations) which was developed following the events of September 11, 2001. 
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Nonetheless, FATF urges countries to ratify and implement the 1999 United Nations International Convention 
for Suppression of the Financing of Terrorism. Thus, the above definition is the one most countries have 
adopted for purposes of defining terrorist financing. 
 

8. NIGERIAN LEGAL FRAMEWORK FOR COMBATING TERRORISM93
 

In response to global terrorism, Nigeria has enacted its own legislation to curb terrorism. The Principal 
legislation is the Terrorism (Prevention & Prohibition) Act, 2022. Section 1(1) provides for what constitutes 
terrorism. It provides in section 2(2) for prohibition of all acts of terrorism and financing of it.

94
 Terrorism 

occurs when; 
 
A person who knowingly- 
(a) does, attempts, or threatens to do an act preparatory to, or in  furtherance of an act of terrorism; 
(b) commits or omits to do anything that is reasonably necessary to promote an act of terrorism; or 
(c) assists, facilitates or funds the activities of persons engaged in an act of terrorism; 
(d) participate as an accomplice or contributes to commission of an offence of terrorism under this Act. 
(e) Assist, facilitates, organize or directs persons to engage in terrorism, 
(f) Incites or induces anyone to commit the offence, 
(g) Recruits for terrorist groups 
 
The Terrorism (Prevention) Act, 2022 (As amended) prescribes various degree of punishment for terrorist act 
ranging from death sentence to life imprisonment. Other degrees of punishments range from 20 years.

95
 

Section 15(1) (2) and (3) of the Economic and Financial Crimes Commission, Establishment Act, 2004 provides 
as follows: 
(1) A person who willfully provides or collects by any means, directly or indirectly, any money from any 
person with intent or knowledge that the money shall be used for any act of terrorism, commits an offence 
under this Act and is liable on conviction to imprisonment for life. 
(2) Any person who commits or attempts to commit a terrorist act or participates in or facilitates the 
commission of a terrorist act, commits an offence under this Act and is liable on conviction to imprisonment 
for life. 
(3) Any person who makes funds or financial assets available for use of a terrorist, commits an offence. 
 
The fight against terrorism gained boost when the Act approved life imprisonment or death sentence for 
anyone convicted of hostage taking, kidnapping or hijacking. The legislation passed by the National Assembly 
seeks to “provide for an effective, unified and comprehensive legal, regulatory and institutional framework for 
the detection, prevention, prohibition, prosecution and punishment of acts of terrorism, terrorism financing, 
proliferation and financing of the proliferation of weapons of mass destruction in Nigeria; and for related 
matters. 
 
Section 24(1a-c) of the law provides that: “A person who knowingly or intentionally seizes, detains, or 
attempts to seize or detain a person, property, or facility in order to compel a third party to do or abstain from 
doing a lawful act; threatens to kill, injure or continue to detain a person in order to compel a third party to do 
or abstain from doing a lawful act; or gives an explicit or implicit condition for the release of the person held 
hostage, or the property or facility detained, commits an offence.” 
 
As encapsulated in section 1(a-h) of the legislation, the objectives of the legal framework is to provide for: 
effective, unified and comprehensive legal, regulatory and institutional framework for the detection , 
prevention, prohibition, prosecution and punishment of acts of terrorism, terrorism financing, proliferation 
and financing the proliferation of weapons of mass destruction in Nigeria, and other related matters. 
 
It also provides for mechanisms for the implementation of financial measures arising from counter-
proliferation Resolutions, in line with Article 41 of the Charter of the United Nations, and measures under 
Nigerian law for the implementation and enforcement of Regional and International Counter-Terrorism 
Conventions, and Agreements for the combating of terrorism, terrorism financing and related offences. 
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It further seeks to provide for: “Procedures for the declaration of a person or entity as a terrorist or terrorist 
entity, or terrorism financier; extraterritorial jurisdiction of the courts in relation to acts of terrorism; measures 
to enable Nigeria to act effectively in the fight against the financing of terrorism, including mechanisms 
regarding reporting of suspected incidents of financial and other support for terrorist entities; measures for 
the detention, freezing, search and seizure, confiscation and forfeiture of terrorist property; and the 
compensation of victims of acts of terrorism    
 
Section 2(a-b) further provides that: “A person, who commits an offence under subsection (1) of this section, is 
liable on conviction-where death does not result from the act, to life imprisonment; or where death results 
from the act, to a death sentence.”  
The Nigerian Criminal Code treats acts of terrorism as treasonable felony under section 40. Other Acts which 
deal with acts of terrorism include the Penal Code and the Administration of Justice Act.

96
 It is important to 

state that there is dearth of cases by Nigerian courts on the issue of terrorism. The three (3) cases that were 
decided by the Federal High Court, from November 2012 to July 2013 were in respect of EFCC Act 2004 and 
Criminal Code respectively. The Terrorism Prevention Act 2022 (As amended), is yet to have any decision 
arising from the Act, though some high profile trials are at the advanced stage at the Federal High Court. There 
are two major other convictions to wit: Federal Republic of Nigeria v. Charles Tombra Okah and three 
others.

97
 Edmond Ebiware the third accused person was convicted pursuant to Section 40(b) of the Criminal 

Code for failure to disclose an act of treasonable felony in respect of October 1
st

 2010 bombing, while the trial 
of other three persons is ongoing as they have an interlocutory appeal is pending at the Court of Appeal.  
Another landmark decision that centered on terrorism was Federal Republic of Nigeria v. Shuaibu Abubakar 
and five others.

98
 Five were convicted pursuant to Section 15(2) of EFCC Act 2004. First to fourth accused 

convicts were sentenced to life imprisonment; the fifth was discharged and acquitted for want of evidence 
linking him to any of the charges while the sixth convict was sentenced to ten (10) years imprisonment. The 
judgement reads thus: 
            I take into consideration all the evidence that were presented against the 1

st
 to 4

th
 and 6

th
 convicts. 

These convicts were using explosive devices meant for blasting of rocks for mining on their fellow human 
beings who have done nothing them. Human life, of any human is sacred. There is no one human life that is 
more sacred than the other. These convicts have shown utmost disregard for the human in the most cruel 
manner. They deserve to be removed from the public if only to save one or two lives. Therefore I sentence 
the 1

st
 – 4

th
 convicts to life imprisonment. On the 6

th
 convict, Umar Ibrahim, I sentenced him to just 10 years 

imprisonment for knowingly aiding his brothers for the terrorist activities. 
Every human being is entitled on the basis of being so, to enjoy human rights and concepts recognized under 
the framework of international law in the shape of major human rights law instruments.

99
There are ten core 

international human rights instruments, nine of which are in the form of treaties while one is an optional 
protocol consisting of other protocols.

100
 

                                                           
96 See Mischief from s. 326 to 341 of Penal Code or Offences against Public Peace from s. 100 – 114 Penal Code. 
97  5926 FHC/ABJ/CR/186/2010, 251/1/2012; available online at http://thenationonline.net/web3/news...fallouts-from-

independence-day-bombings...; nigeriavillagesquare.com/…/general-fallouts-from-independence-day-bombings p. 2 
98 m.youtube.com/…/book-haram-suspects-in-court-flv-youtube accessed 30/5/2022 
99 United Nations Human Rights Office of the High Commissioner. The core International Human Rights Instruments and 

their monitoring bodies. Available at http://www.ohchr.org/EN/coreinstruments.aspx  
100 They are as follows; 

- The International Convention on the Elimination of all Forms of Racial Discrimination (ICERD) 

- International Covenant on Civil and Political Rights (ICCPR) 

- International Covenant on Economic, Social and Cultural Rights (ICESCR) 

- Convention on the Elimination on all Forms of Discrimination Against Women (CEDAW) 

- Convention Against Torture and other cruel, inhuman or degrading treatment or punishment (CAT) 

- Convention on the Rights of the Child (CRC) 

- International Convention on the Protection of the Rights of All Migrant workers and members of their families 

(ICMW) 

- International Convention for the Protection of All Persons from Enforced Disappearance (CPED) 

- Convention on the Right of Persons with Disabilities (CRPD) 

- Optional Protocol to the Covenant on Economic, Social and Cultural Rights (ICESCR-OP) 

There are also other optional protocols (OP) such as, 

- OP to the International Covenant on Civil and Political Rights (ICCPR-OPI) 

- The Second OP to the International Covenant on Civil and Political Rights, aiming at the abolition of the death 

penalty (ICCPR-OP2)    

- OP on CEDAW 

- OP on Convention on the Rights of the Child on Communications Procedure 

- OP to CAT 
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Combating the Financing of Terrorism  
Substantial progress has been achieved in understanding the phenomenon of terrorism financing and in 
articulating and implementing the measures necessary to address it. Terrorism financing incorporates the 
distinct activities of fund-raising, storing and concealing funds, using funds to sustain terrorist organizations 
and infrastructure, and transferring funds to support or carry out specific terrorist attacks. Funds used to 
support terrorism may be generated through legal or illegal means, and legitimate humanitarian or business 
organizations may be used unwittingly or knowingly as a channel for financial or other logistical support to 
terrorism. 

Financial transactions can yield valuable intelligence that may be unavailable from other sources. Yet, 
detecting illicit financial activity, including terrorism financing, is difficult in the formal financial system and 
even more difficult outside of it. Targeted financial sanctions (including, in particular, the freezing of assets) 
against persons and entities suspected of providing  financial support to terrorism have proved effective, but 
they need to be balanced with the need to track terrorist funds movements to gather intelligence on the scope 
of the terrorist network. 

 

Criminalizing Terrorism Financing                                                                 

When the criminalization of terrorism financing was first addressed in an international instrument through the 
International Convention for the Suppression of the Financing of Terrorism in 1999, drafters were faced with 
the challenge of establishing a regime that would criminalize the funding of an act that had not been 
previously defined in a comprehensive manner. Making the financing of terrorism a legal offence separate 
from the actual terrorism act itself gives authorities much greater powers to prevent terrorism.  

The 40 Recommendations on Money Laundering and 9 Special Recommendations on Terrorist Financing of the 
Financial Action Task Force (FATF  are recognized under Security Council Resolution 1617 (2005) and the Plan of 
Action annexed to General Assembly resolution 60/288 (2006) as important tools in the fight against 
terrorism.

101
 The 40 + 9 Recommendations are a comprehensive set of measures for an effective national 

regime to fight money laundering and terrorism financing. They call for the criminalization of the financing of 
terrorism in accordance with the International Convention for the Suppression of the Financing of Terrorism, 
among other actions.  

Terrorist acts (and their financing) are perceived by some as being politically justified by their goals. This 
perception erodes political will to address terrorism financing, distracts attention from the fact that it is a 
crime, and impedes the effectiveness of international and national efforts to combat terrorism and its 
financing. 

 
Enhancing Domestic and International Cooperation  
Domestic and international cooperation works best when all of the relevant agencies involved in an initiative 
are operating on a shared understanding of “terrorism financing”, a common agenda and as much shared 
information as possible. A fully effective local and global effort to combat terrorism financing benefits from 
well-functioning, transparent and corruption-free economies that are equipped with appropriate anti–money 
laundering (AML) legal, regulatory and institutional frameworks. It also benefits from the institutional capacity 
to enforce laws and to collect, analyse and share real-time intelligence and documentary evidence within and 
across national borders. Properly trained financial intelligence experts are critical to making the regime 
effective. This includes financial intelligence unit personnel, criminal investigators, prosecutors, judges, 
regulators, customs officers and financial institution employees.  

However, building this institutional capacity is difficult and expensive, and it requires sustained political 
commitment. Complexity arises from the problems associated with achieving and sustaining cooperation 
among diverse public and private actors. Many countries have encountered difficulties in putting in place legal, 
administrative and institutional arrangements for various reasons, including legal traditions and resource 
constraints. International cooperation initiatives, such as training of new personnel in one country by 
experienced staff in another, can constitute a key contribution to enhancing the capacity of relevant domestic 
agencies, such as financial intelligence units (FIUs), and to strengthening the CFT regime. 

                                                                                                                                                                                     
- OP to the Convention of the Rights of Persons with Disabilities 

101 In April 1990, the FATF issued a set of 40 Recommendations for improving national legal systems, enhancing the role of 

the financial sector and intensifying cooperation in the fight against money laundering. These Recommendations were 

revised and updated in 1996 and in 2003 in order to reflect changes in money –laundering techniques and trends. The FATF 

extended its mandate in October 2001 to cover the fight against terrorist financing and issued eight Special 

Recommendations on combating the financing of terrorism. A ninth Special Recommendation was adopted in October 2004. 

http://www.ajssmt.com/


84 Asian Journal of Social Science and Management Technology 

 

Freezing of Assets                                                                                         
One of the central components of the global effort to disrupt terrorism financing is the freezing of assets of 
designated persons and entities. The United Nations Security Council began the effort in the late 1990s as a 
way to target specific parties instead of sanctioning an entire nation. Compliance with the assets freeze regime 
remains weak globally. Many countries do not have the legal framework to immediately freeze terrorist 
monies. And, even where such frameworks do exist, they are often not implemented effectively. For instance, 
financial institutions and authorities sometimes struggle to clarify or verify a designated person’s name.  
A second issue arising from the assets freeze relates to Security Council resolution 1373 (2001). This Resolution, 
requires that States themselves determine the individuals and entities associated with terrorism, whose funds 
and assets should be frozen. It also calls on States to share the names of their suspected terrorists. This means 
that recipient States must determine what effect to give to such information and to a possible freezing request 
from a foreign State. This requires bilateral cooperation, trust and political and legal instruments, including a 
test to determine when it is proper to implement freezes in response to such requests. The FATF standards call 
for States to decide for themselves what is reasonable and what is not. 

Under Security Council resolution 1267 (1999) and its successor resolutions, the Security Council issues names 
associated with the Taliban, Al-Qaida, Usama bin Laden and their supporters on a United Nations public list of 
sanctioned individuals and entities 

A further difficulty lies in the fact that many question whether the due process rights of those persons and 
entities designated are being respected in the implementation of resolution 1267 (1999).Perhaps most 
notably, the European Court of Justice ruled recently in the Tassin Abdallah Kadi and Al-Barakaat 
International Foundation V. UN Committee of the Security Council joint cases (3 September 2008)

102
 that 

implementation of resolution 1267 (1999), by European Union regulations, fails to respect due process and 
human rights by, among other points, not providing sanctioned individuals with notice of their listing and does 
not offer any mechanism in which the listed individuals can appeal their designation. 

THE LINK BETWEEN MONEY LAUNDERING AND TERRORIST FINANCING 
Although often linked in legislation and regulation, terrorism financing and money laundering are conceptual 
opposites. Money laundering is the process where cash raised from criminal activities is made to look 
legitimate for re-integration into the financial system, whereas terrorism financing cares little about the source 
of the funds, but allows what the funds are to be used for, to define its scope. 

An in-depth study of the symbiotic relationship between organised crime and terrorist organizations detected 
within the United States of America and other areas of the world referred to as crime-terror nexus points has 
been published in the forensic literature.

103
 The article emphasizes the importance of multi-agency working 

groups and the tools that can be used to identify, infiltrate, and dismantle organizations operating along the 
crime-terror nexus points.

104
 

For most countries, money laundering and issues with regard to prevention, detection and prosecution 
terrorist financing raise significant complex issues. Sophisticated techniques used to launder money and 
finance terrorism add to the complexity of these issues. Such sophisticated techniques may involve many 
different types of financial institutions; many different financial transactions using multiple financial 
institutions and other entities, such as financial advisers, shell corporations and service providers as 
intermediaries; transfers to, though, and from different countries; and the use of many different financial 
instruments and other kinds of value-storing assets.

105
 Money laundering is, however, a fundamentally simple 

concept. It is the process by which proceeds from a criminal activity are disguised to conceal their illicit origins. 
Basically, money laundering involves the proceeds of criminally derived property rather than the property 
itself. 

                                                           
102  European Court Reports 2008 1-06351 available at eur-lex.europa.eu/legal-content/…/TXT.?... ; and (2008) 33 

Yale/ournalofinternational law 555;RA…accessed on 15/5/22 
103 Makarenko, T. "The Crime-Terror Continuum: Tracing the Interplay between Transnational Organized". Global crime 6 

(1): 129－145.  
104 Makarenko, T. (2002). “Crime, Terror, and the Centra Asian Drug Trade’’.Harvard Asia Quarterly 6 (3) : 1-24 
105 Ibid 13:44 Page I-5 
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The financing of terrorism is also a fundamentally simple concept. It is the financial support, in any form, of 
terrorism or of those who encourage, plan, or engage in it. Less simple, however, is defining terrorism itself 
because the term may have significant political, religious, and national implications from country to country. 

Money laundering and terrorist financing often display similar transactional features, mostly having to do with 
concealment. Money launderers send illicit funds through legal channels so as to conceal their criminal origins, 
while those who finance terrorism transfer funds that may be legal or illicit in origin in such a way as to conceal 
their source and ultimate use, which is the support of terrorism. But the result is the same—reward. 
When money is laundered, criminals are rewarded with disguised and apparently legitimate proceeds. 
Similarly, those who finance terrorism are rewarded by providing the financial support to carry out terrorist 
stratagems and attacks. 
The techniques used to launder money are essentially the same as those used to conceal the sources of, and 
uses for, terrorist financing. Funds used to support terrorism may originate from legitimate sources, criminal 
activities, or both. Nonetheless, disguising the source of terrorist financing, regardless of whether the source is 
of legitimate or illicit origin, is important. If the source can be concealed, it remains available for future 
terrorist financing activities. 
Similarly, it is important for terrorists to conceal the use of the funds so that the financing activity goes 
undetected. For these reasons, FATF has recommended that each country should criminalize the financing of 
terrorism, terrorist acts and terrorist organizations,

106
 and designate such offenses as money laundering 

predicate offenses.
107

 Finally, FATF has stated that the eight Special Recommendations combined with The 
Forty Recommendations on money laundering

108
 constitute the basic framework for preventing, detecting and 

suppressing both money laundering and terrorist financing. 
Efforts to combat the financing of terrorism also require countries to consider 
expanding the scope of their AML framework to include non-profit organizations, particularly charities, to 
make sure such organizations are not used, directly or indirectly, to finance or support terrorism

109
 require 

examination of alternative money transmission or remittance systems, such as hawalas.
110

 This effort includes 
consideration of what measures should be taken to preclude the use of such entities by money launderers and 
terrorists.

111
 

As noted above, a significant difference between money laundering and terrorist financing is that the funds 
involved may originate from legitimate sources as well as criminal activities. Such legitimate sources may 
include donations or gifts of cash or other assets to organizations such as foundations or charities that in turn 
are utilized to support terrorist activities or terrorist organizations. Consequently, this difference requires 
special laws to deal with terrorist financing. However, to the extent that funds for financing terrorism are 
derived from illegal sources, such funds may already be covered by a country’s AML framework, depending 
upon the scope of the predicate offenses for money laundering. 
 

9. 9.  THE PROCESSES OF MONEY LAUNDERING AND FINANCING OF TERRORISM 

Terrorists and terrorist groups have many methods at their disposal to move funds around the world. They can 
use formal financial systems or unregulated channels, or simply move money across borders in cash. There is 
growing evidence that terrorist groups are exploiting vulnerabilities in the international trade system to move 
value for illegal purposes. Whether in the form of exogenous flows from private donors directed at terrorist 
networks, or that of funds being moved within the same organization, the transfer of value plays a 
fundamental role in bringing terrorists closer to their objectives. It also affords authorities the opportunity to 
detect terrorist activity, disrupt it and deter further terrorism financing.  

                                                           
106 The Conventions referred to in the annex in sub paragraph 1(a) are listed in Annxe iii of this reference Guide. Available 

at http://www.org/law/cod/finterr.htm. accessed 5/6/2022 
107 Ibid. 
108 Id., at introductory paragraph. 
109 Special Recommendations, Spec. Rec. VIII. 
110

 Rebecca Lake. What is Hawala? An informal value transfer system based not on the movement of cash, or 
on Telegraph or computer network wire transfers between banks, but instead on the performance and honour 
of a huge network of money brokers. It is an ancient money transfer system originating in southeast Asia that 
involves transferring money without physically moving it from one place to the other. It is an underground 
banking which may or may not be used for illegal money laundering operation. Available at https://www.the 
balance.com/what-ishawala…accessed on 14/6/2022 
111 Special Recommendations, Spec. Rec. VI. 
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Many people perceive that non-traditional methods of moving money present higher risk because they are to 
varying degrees unregulated. It is unclear, however, whether informal value transfer systems are any more 
vulnerable to criminal abuse than formal ones.  

New technologies and other alternative systems have prompted countries to revise their regulatory 
framework. In this process, they have begun to address terrorism financing (and money laundering) risks.  
Specific issues that arise from different value transfer systems and approaches for dealing with them have 
been identified. 
The rise of information and communication technologies in the past decades have facilitated economic 
development. The same innovations that can be used against terrorism financing by their ability to record and 
detect financial activities also can be instrumental in buying it by opening new channels through which 
terrorists can solicit and receive funds. The two-sidedness of technological advances requires a constant 
vigilance on the part of policymakers, law enforcement and intelligence communities in mitigating the risks of 
terrorism while simultaneously promoting development, which ultimately will reduce many of the factors that 
lead to terrorism.

112
  

The traditional methods through which financial transactions are initiated, processed and settled are quickly 
being transformed by recent developments in payment systems.

113
 These are essentially technological 

innovationts that allow transactions through new channels and structures. The most common are mobile 
phones, the Internet and electronic value cards.

114
 Each of these three carry varying levels of opportunities as 

well as risks. Because of the novelty of their use for payments, many are yet to be regulated or even fully 
considered by Governments. This means that the financial transactions channelled through them can fall 
outside the AML/CFT regulatory umbrella, existing in a grey zone between the ARS and formal financial 
services. 

 
1. Placement 
The initial stage of the process involves placement of illegally derived funds into the financial system, usually 
through a financial institution. This can be accomplished by depositing cash into a bank account. Large 
amounts of cash are broken into smaller, less conspicuous amounts and deposited over time in different 
offices of a single financial institution or in multiple financial institutions. The exchange of one currency into 
another one, as well as the conversion of smaller notes into larger denominations, may occur at this stage. 
Furthermore, illegal funds may be converted into financial instruments, such as money orders or cheques, and 
commingled with legitimate funds to divert suspicion. Placement may also be accomplished by the cash 
purchases of a security or a form of an insurance contract. 
 
2. Layering 
The second money laundering stage occurs after the ill-gotten gains have entered the financial system, at 
which point the funds, security or insurance contract are converted or moved to other institutions further 
separating them from their criminal source. Such funds could be used to purchase other securities, insurance 
contracts or other easily transferable investment instruments and then sold through yet another institution. 
The funds could also be transferred by any form of negotiable instrument such as cheque, money order or 
bearer bond, or transferred electronically to other accounts in various jurisdictions. The launderer may also 
disguise the transfer as a payment for goods or services or transfer the funds to a shell corporation. 
 
3. Integration 
The third stage involves the integration of funds into the legitimate economy. This is accomplished through the 
purchase of assets, such as real estate, securities or other financial assets, or luxury goods. These three stages 
are also seen in terrorist financing schemes, except that stage three integration involves the distribution of 
funds to terrorists and their organizations, while money laundering, as discussed previously, goes in the 
opposite direction—integrating criminal funds into the legitimate economy.

115
 

The rise of information and technologies have facilitated economic development but they have also been used 
by money launderers and financiers of terrorism in manners that have become more difficult to detect.  

                                                           
112 See the recent world publication Finance for All? (2007) for more on how economic development can bring stability by 

wiping away many of the challenges that threaten it, social inequalities for example.   
113 This includes bank branches, ATMs and conventional interfaces through traditional financial institutions. 
114 This list is certainly not exhaustive but, at the time of drafting, these three innovations are the most popular of new 

payment methods. 
115 Reference Guide to Anti-Money Laundering and Combating the Financing of Terrorism. 
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10. CONCLUSION 

Because of the devastating consequences of money laundering and terrorist activities, there is now need for 
both national and international measures to collaborate in the fight against these menace. The United Nations 
requires all member states to domesticate laws to deal with these acts. Beyond the laws, there is need for an 
effective intelligence system that can detect some of these crimes that are usually properly concealed. All 
hands must be on deck to fight these crimes. Supervisory institutions must be proactive and stay ahead of the 
fraudsters on technological innovations. It is suggested that human capacity must be built and maintained by 
the supervisory and regulatory institutions. Countries can also not be too overzealous in their quest to counter 
terrorism financing and money laundering that they infringe on humanitarian and human rights laws.  
To properly collaborate, there must exist some level of trust between the government, the financial 
institutions and the private sector generally. The public sector should also trust the intelligence units enough 
to share certain information about their customers with them to effectively aid in the prosecution of persons 
engaged in financial crimes. Government must ensure that institutions are built on enduring principles. No 
individual must be seen to be bigger than any institution. Policing, supervisory and regulatory institutions such 
as EFCC, ICPC, CBN, NDIC must be strengthened in order to promote merit and impartiality. The financial 
institutions must be trained to recognize and report suspicious activities which are indicators of financial 
crimes. The information so given must be properly analysed by competent authorities before challenging the 
culprits who are usually quick to allege breach in being listed as terrorists without fair hearing or violation of 
their human rights to dignity and life. Financial institutions should be encouraged to invest in information 
technology equipment by providing handsome tax incentives on expenses incurred on IT related equipments. 
All alternative remittance systems should be monitored through some form of registration or licensing so that 
they do not disappear altogether and remain unregulated and therefore unsupervised.    
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